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# INTRODUCTION TO THE PROJECT

Welcome!

This document pertains to all the application documentation for Team Quaternary’s XBCAD7319 project. In this document, high-level in-depth discussions will be provided around our applications requirements, our analysis of the applications domain, our implementation of the application, our data schemas, our architecture decisions, our security considerations, our devops plan, the estimated running costs of the application, and change management that will be involved in the project.

## 1.1. Client Organisation Background

Our client’s organisation, Crystal Ridge At Providence Stud, is a competitive equestrian center that was established in 1993, and is currently based in Benoni. Their aim as an organization is to always strive for the best, both for themselves and their horses, aiming to always provide and improve upon a “family” atmosphere. Crystal Ridge additionally offers outstanding 5-star facilities that are used to host frequent shows, such as their Equestrian Excellence Series.

They offer several different services, all at a high quality, which include:

* Stabling and Livery which entails providing top-notch around the clock care for your horses.
* Riding Lessons which entail highly qualified instructors providing horse riding lessons.
* Courses and clinics which entails sharing their knowledge and passion through courses and clinics.

For more information visit: <https://www.crystalridgestables.co.za/>

## 1.2. The Project’s Purpose

At Crystal Ridge, one section of their business model involves offering horse-riding lessons. Their current system in place is a time consuming and tedious process that involves manually capturing, booking, scheduling and organizing these horse-riding lessons. The purpose of this project is to create and deploy a lesson management application, tailored to the needs of our client’s equestrian estate, that aims to simplify, speed up and ease their processes of capturing, booking, scheduling and organizing their horse-riding lessons.

## 1.3. Ethical and Privacy Concerns

When researching about ethical and privacy concerns, OpenAI (2024) was able to indicate some very important concerns that need to be addressed. For each of these concerns indicated by OpenAI (2024), a description will be provided by OpenAI (2024) to describe the concern, and we will state how we the concern will be addressed.

The ethical concerns indicated by OpenAI (2024) include:

* Data Security

This involves ensuring that user data is securely stored and protected from unauthorized access or breaches (OpenAI, 2024).

Solution: Our database provider, Supabase, provides authentication and verification functionalities that will be utilized to ensure that only certain verified users can access the data within the database. Additionally, we will keep the API key provided by Supabase outside of the code, stored in an environment variable closer to the hosting platform to mitigate unauthorized database access if the code is breached.

1. Transparency

This involves being transparent about how user data is collected, used, and shared within the application (OpenAI, 2024).

Solution: Firstly, on the login page, we will provide a hyperlink or access to terms and conditions page or document that outlines how the data will be collected, used, and shared. Secondly, the primary purpose of collecting personal information will be to ensure that a user is properly identified within the application. Therefore, minimal personal data will be collected as only the essentials information such as name, surname, email, and potentially phone number are necessary to properly identify the user within the application.

1. Informed Consent

This involves obtaining explicit consent from users before collecting their personal data and ensuring they understand how it will be used (OpenAI, 2024).

Solution: Firstly, the terms and conditions provided will explain how and why their personal data will be collected and used. Secondly, users will have to request their account to be created by an admin which can only be done after agreeing to the terms and conditions.

1. Data Ownership

This involves clarifying who owns the data collected by the application and how it can be accessed or deleted by users (OpenAI, 2024).

Solution: Firstly, the owner of the data and the processes of how to access the data and delete the data will be clarified in the terms and conditions. Secondly, all users will be managed by system admins, meaning that users will not be able to delete their account whenever they want to. Instead, they will have to request that it be deleted.

1. Bias and Discrimination

This involves avoiding biases in algorithms or decision-making processes that could lead to discrimination against certain groups of users (OpenAI, 2024).

Solution: No algorithms or decision-making processes will be needed within the application as the purpose of the application is improve the manual process of organizing horse-riding lessons, resulting in no disclination and no bias as there will be no measure in place that is capable of discrimination and bias.

1. User Empowerment

This involves providing users with control over their data, privacy settings, and the ability to opt-out of data collection if desired (OpenAI, 2024).

Solution: Firstly, all users will be managed by system admins, meaning that system admins will be the ones who control the user information within the system. Secondly, as users will not be interacting with one another over the application, therefore user data will private only to Crystal Ridge and the user themselves. Thirdly, the application will only require the essential user data to be able to identify who the user is, meaning that a user cannot opt out of data collection as data collection will only take place when creating an account and no-after.

1. User Safety

This involves ensuring that the application does not facilitate harmful or unethical behaviours, such as cyberbullying or harassment (OpenAI, 2024).

Solution: The application will not contain or provide any functionality in which users can interact with each other, preventing harmful and unethical behaviours amongst users.

1. Accessibility

This involves designing the application to be accessible to users with disabilities and ensuring inclusivity in its features and functionalities (OpenAI, 2024).

Solution: To ensure accessibility, screen reader support will be implemented for the visually impaired and website bandwidth and internet usage will be optimized for those with limited internet access.

1. Environmental Impact

This involves considering the environmental impact of the application, such as energy consumption or carbon footprint, and implementing measures to reduce it (OpenAI, 2024).

Solution: As our application and its services will be hosted in the cloud, the environmental aspects will be transferred to and managed by the cloud services.

The privacy concerns indicated by OpenAI (2024) include:

1. Data Collection

This involves limiting the collection of personal data to what is necessary for the functionality of the application and obtaining user consent for data processing (OpenAI, 2024).

Solution: The primary purpose of collecting personal information will be to ensure that a user is properly identified within the application. Therefore, minimal personal data will be collected as only the essentials information such as name, surname, email, and potentially phone number are necessary to properly identify the user within the application. The user will provide consent for the application using minimal personal information when creating an account.

1. Data Minimization

This involves minimizing the amount of personal data collected and stored to reduce the risk of data breaches or misuse (OpenAI, 2024).

Solution: The primary purpose of collecting personal information will be to ensure that a user is properly identified within the application. Therefore, minimal personal data will be collected as only the essentials information such as name, surname, email, and potentially phone number are necessary to properly identify the user within the application.

1. Data Protection

This involves implementing strong encryption and security measures to protect user data from unauthorized access or theft (OpenAI, 2024).

Solution: The cloud hosting services used automatically provides encryption methodologies that will ensure that data will be secured both inside and outside of transit.

1. Third-party Sharing

This involves clearly stating if and how user data is shared with third parties, such as advertisers or analytics providers, and obtaining user consent for such sharing (OpenAI, 2024).

Solution: Firstly, the data captured in the application will be useful and relevant only to the application and Crystal Ridge itself, with no intention of ever being sold or shared with third parties. Secondly, the data captured in the application will have no use for advertisers or analytics as the information pertains to horse-riding lessons and horse-riding lessons alone.

1. User Anonymity

This involves providing options for users to use the application anonymously or pseudonymously to protect their privacy (OpenAI, 2024).

Solution: Firstly, as this is more so of a service application, anonymous use may potentially cause some security concerns, hence there will be no option for anonymous use. Secondly, users won’t be interacting with other users on the application, meaning that not being anonymous won’t have as big of implications.

1. Data Retention

This involves establishing clear policies on how long user data will be retained and when it will be deleted (OpenAI, 2024).

Solution: Firstly, these policies will be determined purely by the client. Secondly, these policies will be discussed in the terms and conditions.

1. User Rights

This involves respecting user rights regarding data access, rectification, erasure, and portability as mandated by data protection regulations (OpenAI, 2024).

Solution: To ensure that the rights of users will be respected, data protection regulations such as POPI and GDPR will be used.

1. Geolocation Data

This involves handling geolocation data responsibly and ensuring that users have control over when and how their location information is shared (OpenAI, 2024).

Solution: The application will in no sense of the matter use geolocation data as it will not be necessary.

1. Children's Privacy

This involves complying with regulations such as COPPA (Children's Online Privacy Protection Act) when collecting data from children under 13 years old (OpenAI, 2024).

Solution: Firstly, the application doesn’t collect data from users, apart from the basic information such as name, surname, email, and potentially a phone number. Secondly, the application will mostly consist of adults as they will be the ones to arrange and pay for horse-riding lessons for themselves or their children.

## 1.4. Work Agreement

Our goal as a team is ensure that at the very least, the application meets our DoR (see 1.2. Definition of Ready (DoR)) by the end of the working period / semester. As the team is also occupied with other projects, the application may not meet our DoD (see 1.3. Definition of Done (DoD)) due to the time constraints. As a result, any work needed to get the application to meet our DoD will be completed after the working period / semester, with the same working conditions and being free of charge.

The following denotes the team members and their responsibilities:

* Damian Dare: “The Sheriff”

Damian is the sheriff of these parts, maintaining peace and order whilst ensuring the law is upheld. In layman’s terms, Damian’s responsibility pertains to that of the team leader and quality assurance, ensuring the team does what they are supposed to do, ensuring the completed work is of high quality, combining the work together into one cohesive unit, and assisting wherever help is needed.

* Guillaume Swanevelder: “The Third Leg”

Guillaume provides the team with an additional support mechanism, ensuring balance and stability, keeping the team afloat when the waters become unstable. In layman’s terms, Guillaume’s responsibility is to provide the team with an extra hand to assist in any task, enabling the team to complete tasks faster or to better juggle different tasks and projects.

* Christiaan Versfeld: “The Exorcist”

Christiaan expels all of the demons from our code, allowing it to work as intended. In layman’s terms, Christiaan’s responsibility pertains the backend of the application, designing, testing, and ensuring that all system functionality works correctly.

* Ruan Zwarts: “The Beauty Queen”

Ruan is the prettiest princess of them all, using his skills to make our application look as good as he does. In layman’s terms, Ruan’s responsibility pertains the frontend of the application, designing, testing, and ensuring that the applications user-interface is friendly, consistent, colorful, and responsive.

## 1.5. Definition of Ready (DoR)

Our DoR is when:

* The “basic” requirements have been implemented (see 2. REQUIREMENTS).
* The non-functional requirements have been implemented (see 3. NON-FUNCTIONAL REQUIREMENTS).
* The analysis artifacts have been implemented (see 4. ANALYSIS ARTIFACTS).
* The implementation documentation has been implemented (see 5. IMPLEMENTATION DOCUMENTATION).
* The data schema documentation has been implemented (see 6. DATA SCHEMA DOCUMENTATION).
* The architecture artifacts have been implemented (see 7. ARCHITECTURE ARTIFACTS).
* Security has been implemented (see 7. SECURITY).
* DevOps has been implemented (see 9. DEVOPS).

## 1.6. Definition of Done (DoD)

Our DoD is when the functionality of our “ready” application (see 1.2. Definition of Ready (DoR)) has been extended to include our “extra” requirements (see 2. REQUIREMENTS).

## 1.7. Roadmap (High-level plan)

The high-level plan for the team is as follows.

Basic documentation will be completed by the 27th of September to provide a foundation in which the application can be built. This documentation will then be used to build the project’s application that satisfies the Definition of Ready (see 1.1. Work Agreement and 1.2. Definition of Ready (DOR)), which will be completed by 25th of October. Following the completion of DoR application, the remaining documentation will be completed by the 22nd of November. The documentation will also possibly be expanded to meet the DoD (see 1.3. Definition of Done (DoD)) if there is enough time.

During these working periods, there will be at a minimum, one recorded meeting per week discussing what we did the previous week, what we plan to do for upcoming week, and what have been some of the troubles we have encountered. These recorded meetings will be used as artifacts to prove that we are working and communicating frequently. Additionally, although there may only be one recorded meeting per week, team members may meet privately to discuss certain matters. These “private” meetings won’t be recorded however a screenshot will be taken to prove that a meeting took place.

This roadmap / plan will be most optimal for the team as the meetings won’t consume that much time per week, while spreading out the work, allowing the team to complete the assigned work before its deadline.

## 1.8. Project Risks and Mitigation Strategies

The following risks to the project were indicated by OpenAI (2024) and pose the most likely threat of occurring.

* Time Constraints

As the team is busy working on several projects from other modules, there may not be enough time to produce a high-quality product that the customer is satisfied with.

Mitigation Strategy: Extensive planning and communication will be conducted to ensure that the team is able to balance the semester’s workload, enabling high-quality work to be produced.

* Third Party Vendors

The application being produced will not be self-hosted but will rather be hosted on third party services such as Vercel and Supabase, meaning that if any of the services were to shut down or to suffer from performance issues, the same would apply to the application. Additionally, it is possible that there may be some form of contractual issues that arise when using third party solutions, causing the client to be locked into a contract that they no longer want to be in or being kicked out of a contract that they want to be in.

Mitigation Strategy: In terms of the contractual side of things, the third-party services that will be used to host the application and its data will have a monthly payment option, allowing you to opt in or out on a per month basis. Additionally, a contract may only be required from these vendors if the application greatly exceeds expectations and requires a custom resource plan from the vendors, which may not be necessary as the vendors’ “pro” tiers may be sufficient for this application. In terms of the services shutting down, the data will be regularly backed up and the code will be in an easily reachable place, allowing for easy migration to occur if the need arises.

* Security

As the team consists of students, we may not have enough knowledge, expertise and experience to be able to fully secure the application we are building.

Mitigation Strategy: We will use external trusted tools to test and secure the application to the best of our ability while conducting extensive research into how we will be able to secure the code. Additionally, we will thoroughly suggest to our client to find someone that can test the applications security and provide solutions that will better secure the application.

* Regulatory Compliance

As the team consists of students, studying IT and not Law, we may not have enough knowledge, expertise and experience to be able to fully ensure that the application complies with legal requirements, industry standards, and data protection methods.

Mitigation Strategy: We will conduct extensive research into how we will be able to comply with regulatory standards. Additionally, we will thoroughly suggest to our client to find someone that will ensure that the application complies with regulatory standards.

# REQUIREMENTS

## User Roles

* Client / Consumer

The client / consumer is a user whose sole intention is to consume / use our applications services. For example, a customer at a grocery store doesn’t work at said grocery store, but rather purchases goods that the store has to offer. A client / consumer has limited functionality within the system compared to the other user roles. Majority of the systems users will be clients.

* Coach

A coach is a user that organizes and conducts lessons for the clients and assigns levels / ranks to clients to indicate their skill level. This user role is similar to that of a coach in a sports team. A coach has access to both its own functionality as well as the client’s functionality.

* Administrator / Admin

An administrator is a user that will have full access to the application to ensure that everything is running properly. This user role will have access to both of the coach’s and client’s functionality with additional unique features that only administrators can access.

## User Stories

Unauthorized access is prevented in the system.

* Basic Functionality

As an admin, I want to create all the client accounts for the system so that:

* Unidentified / unknown users can’t create accounts and access the system, adding an additional layer of security.
* A consultation meeting can be held before a user account is created, which will assist in determining if a user is a potential security threat (assisting in security), and determining what the user’s skill level is, so that they can then attend lessons that are on par with their skill level.

As a client, I want to be able to have an account / profile so that:

* I can be identified in the system.
* Coaches and administrators can recognize me.
* I can be assigned a skill level (that will be stored in the profile) that determines which lessons I can attend.
* As a coach, I want to assign skill levels to clients so that they can only attend lessons of their skill level.
* As an admin, I want to be able to create accounts for coaches, with the coach role, so that only valid / trusted / official coaches can access the system.
* As an admin, I want my account / profile to be created by a system developer to ensure that only specific users have administrator access and to ensure that no random user can become an administrator.
* As an admin and a coach, I want to be able to see a list of all users within the application so that I can see who is using the application and how many people are using the application, to better identify potential threats and gather data for potential costs.

For lessons:

* As a client, I want to book a slot for a lesson so that I can attend the in-person lesson.
* As a client, I want to upload proof of payment for a lesson so that I can prove that I paid for a lesson that I can then attend.
* As an admin, I want to receive an email or notification that a client has uploaded proof of payment for a lesson so that I can confirm if the payment occurred so that I can then admit the client to the lesson.
* As a client, I want to select which horse I will be using, whether it is my own or a training horse, for a lesson so that I can indicate to the coach what horse I will be using.
* As a coach, I want to organize lessons so that clients can attend them.
* As a coach, I want to limit how many people can sign up for a lesson so that I can control how many people I will have to teach.
* As an admin, I want to add training horses to the system so that clients can select which horse to use during a lesson (if they don’t have their own), and so that the system can properly track which training horses are available for a lesson.
* As an admin, I want to add addresses to the application so that it can be easier to select a re-occurring address than to manually type in an address when creating a lesson.
* As an admin, I want to add contact details to the application so that it can be easier to select re-occurring contact details than to manually type in contact details when creating a lesson.
* As an admin, I want to add payment details to the application so that it can be easier to select re-occurring payment details than to manually type in payment details when creating a lesson.
* Extra Functionality
* As an admin, if a lesson wasn’t paid for, I could send the client a message or notification so that I can notify them that the lesson wasn’t paid for.
* As a client, I want to add a note for the coach of a lesson so that I can describe or inform the coach of any particular matter.

## User Experience Journey Map

For more information regarding the project requirements please view the project specific file called TeamQuaternary\_XBCAD7319\_Requirements.docx document file in the Requirements folder that came with this file.

# NON-FUNCTIONAL REQUIREMENTS

According to AltexSoft (2023), non-functional requirements are used to describe how an application works that primarily focuses on user expectations. Furthermore, they aim to define product properties and are desirable to implement, but are not mandatory (AltexSoft, 2023).

* Performance

AltexSoft (2023) defines performance as the speed in which a software system or its components can respond to certain users’ actions under a given workload. OpenAI (2024) and AltexSoft (2023) have assisted in determining some of the following requirements.

Requirements:

* All pages and all functionality within the application must have a maximum response time of 7 seconds across all browsers for up to 5000 concurrent users, across any type of internet connection (AltexSoft, 2023).
* The application must be able to handle at least 100 concurrent transactions per second (OpenAI, 2024).
* The application should automatically re-fetch data from the database to refresh any stale cached data at least once every 5 minutes to ensure that the user has the most recent up to date information. This functionality should be changed to refresh stale data at least once every 2 minutes to accommodate high concurrent users and transactions.
* The application should time out a user if they have been inactive for more than 15 minutes to reduce unnecessary bandwidth consumption.
* During peak load, the application should not use more than 70% of its CPU and RAM (OpenAI, 2024).
* The system should offer seamless and responsive user interactions, with short loading times and delays (OpenAI, 2024).
* Scalability

According to AltexSoft (2023), scalability is the system’s ability to handle the growth and expansion of both data volume and user load. OpenAI (2024) and AltexSoft (2023) have assisted in determining some of the following requirements.

Requirements:

* The application must scale to support 5000 concurrent users while retaining optimal performance (AltexSoft, 2023).
* The program must scale to handle a tenfold increase in transaction volumes and data storage over a 2-year period (AltexSoft, 2023).
* To optimise performance and cost effectiveness, the application should dynamically scale resources up and down in response to demand (OpenAI, 2024).
* As the user base expands, the application should facilitate horizontal scaling, enabling the installation of new nodes to share the load and enhance capacity (OpenAI, 2024).
* The application should be able to autonomously scale resources depending on predetermined thresholds or metrics (OpenAI, 2024).
* The application should implement session management mechanisms that enable load balancing and failover while preserving user sessions (OpenAI, 2024).
* The application should utilise its cloud scalability features such as auto-scaling and on-demand resources (OpenAI, 2024).
* Reliability

AltexSoft (2023) defines reliability as how likely the system or its components would run without a failure for a particular period of time under predefined conditions. OpenAI (2024) and AltexSoft (2023) have assisted in determining some of the following requirements.

Requirements:

* During a month, the application must function flawlessly in 95 percent of all use scenarios (AltexSoft, 2023).
* All functionalities should be processed with 100% accuracy, and the system must always ensure data integrity (AltexSoft, 2023).
* The application must be capable of handling and recovering from failures without causing data loss or inaccurate data processing (AltexSoft, 2023).
* The critical components of the application must have redundant backups that will enable continuous operation if failures were to occur (OpenAI, 2024).
* Data and configuration backups should be performed on a regular basis, and a solid recovery strategy should be in place to restore the system if data loss occurs (OpenAI, 2024).
* Even if a component fails, the application should continue to work and offer vital functions (OpenAI, 2024).
* The application’s Mean Time to Recovery (MTTR) for restoring service after a failure should be less than 1 hour (OpenAI, 2024).
* Before a critical failure happens, the application’s Mean Time Between Failures (MTBF) should be at least 10,000 hours (OpenAI, 2024).
* Maintainability

AltexSoft (2023) defines maintainability as the time needed for a solution or its components to be fixed or updated. OpenAI (2024) and AltexSoft (2023) have assisted in determining some of the following requirements.

Requirements:

* After a system failure, the mean time to restore the system (MTTRS), including delay time and corrective repair time, cannot be longer than 1 hour (AltexSoft, 2023).
* The application should be modular, consisting of clear and well-defined components that are easily modified or replaced without interfering other system components (OpenAI, 2024).
* To assist in understanding and maintaining the system, comprehensive documentation should be created, providing thorough code comments, system architecture diagrams, and user manuals (OpenAI, 2024).
* To guarantee consistency and readability of the codebase and to make it easier to maintain, coding standards should be adhered to, and best practices should be enforced (OpenAI, 2024).
* Version control systems must be utilized to track changes, collaborate on code, and roll back to earlier versions if the need arises (OpenAI, 2024).
* Code complexity should be limited to ensure better readability, understandability, debugging, and modification (OpenAI, 2024).
* Automated tests should me implemented to facilitate regression testing and to prevent the introduction of new bugs or issues when any code changes (OpenAI, 2024).
* Dependencies should be managed to avoid version conflicts whilst providing a simple manner to update or integrate external libraries and frameworks (OpenAI, 2024).
* Security

AltexSoft (2023) states that the non-functional requirements of security are used to establish specific threats that will be addressed and elaborated on by the functional requirements of security. AltexSoft (2018), AltexSoft (2023), and AltexSoft (2024) have assisted in determining some of the following requirements.

Requirements:

* The application must include authentication, authorization, and role-based access control (RBAC) to prevent unauthorized access to the application and its functionality.
* The application must incorporate encryption to protect its at rest and in transit data. Additionally, encryption standards such as ISO must be followed (AltexSoft, 2023).
* The application should implement audit logging to monitor what is happening within the application (AltexSoft, 2018).
* The application must implement session management and an active timeout session controller to better reduce and secure the available number of active sessions that attackers can potentially take control of.
* Vulnerability management principles and tools must be incorporated to assess the vulnerabilities that might occur in the application to ensure that the system is fault proof and is regularly kept up to date from new attacks (AltexSoft, 2024).
* The system must include input validation and sanitization to ensure that all data input into the application is valid, authentic, and reliable.
* Advanced defensive programming and error handling procedures should be implemented to avoid any erroneous data from entering the application.
* Usability

AltexSoft (2023) simplifies the definition of usability to being all about user-friendliness, ensuring the applications user interface is intuitive and easy to navigate, with the applications features being easy to find and understandable whilst meeting the user’s needs. OpenAI (2024) and AltexSoft (2023) have assisted in determining some of the following requirements.

Requirements:

* According to AltexSoft (2023) and OpenAI (2024), the application must have design that is consistent, pleasant to use, easy to learn and intuitive.
* The application must provide a simple and easy way to quickly reach their desired features of the application (AltexSoft, 2023).
* The application must provide clear and consistent instructions at all times to prevent users from making mistakes within the application (AltexSoft, 2023).
* The application must provide clear and consistent instructions and error handling when users make a mistake within the application, to ensure that they know what to do within the application (AltexSoft, 2023).
* Usability testing should be conducted to assess user experience, quantify usability, and ensure that the application satisfies the desired usability requirements (AltexSoft, 2023).
* The application should enable complete activities quickly and with the fewest possible steps or interactions (OpenAI, 2024).
* The application should provide regular feedback to the user for their actions in the form of alerts, progress indicators, and success or error messages (OpenAI, 2024).
* The application should provide strong search capabilities to enable users to quickly locate relevant information within the system (OpenAI, 2024).
* The application’s design must be responsive and accommodated for all devices, allowing all users on any device to use the application (OpenAI, 2024).
* The application must be accessible to users with disabilities and should adhere to accessibility guidelines (OpenAI, 2024).
* Interoperability

AWS (n.d.) defines interoperability as the ability of applications and systems to be able to securely and automatically exchange data irrespective of geographical, political, or organizational boundaries. Also, according to AltexSoft (2023), compatibility additionally contributes to the definition of how interoperable the system is. AltexSoft (2023) has assisted in determining some of the following requirements.

Requirements:

* There must be an API that will enable communication between the application and its database as they may be hosted on different platforms.
* The application does not have to expose the API to the public as it will not be necessary for any other application or software to consume the applications data.
* As the application will be developed for the web, it must be compatible with all internet browsers, and it must have a responsive design so that any device can use the application (AltexSoft, 2023).
* Internationalisation / Localisation

Wilcock and O’Brien (2024) define internationalisation as designing and developing an application in such a manner that it can support users in different global markets. Moreover, localisation is defined by Wilcock and O'Brien (2024) as modifying or translating an application's localisable resources to satisfy the linguistic, cultural, and political demands of the local markets the app is meant to serve.

Requirements:

* The application does not have to support internationalisation as the application will be developed and used only within the South African context.
* The application must provide support for the South African locale as it will be primary place of usage.

For more information regarding the project non-functional requirements please view the project specific file called “TeamQuaternary\_XBCAD7319\_Non-Functional-Requirements.docx” document file in the “Non Functional Requirements” folder that came with this file.

# ANALYSIS ARTIFACTS

## Domain Modelling

## Design Artifacts

# IMPLEMENTATION DOCUMENTATION

# DATA SCHEMA DOCUMENTATION

# ARCHITECTURE ARTIFACTS

## Design Patterns

As this project’s application will be constructed with Next.js (a framework built on top of React), the design pattern choices for this application all align with the React ecosystem. Aguilar (2024) not only assisted in identifying some design patterns for our application, but also provided enough valuable insight into each of the design patterns to aid in our choices.

The following design patterns, suggested by Aguilar (2024), are most probable to be used in this project’s application.

* Custom Hook Pattern

This pattern involves encapsulating the logic of a component inside a reusable function that can then be shared between different components (Aguilar, 2024). These custom hooks are essentially JavaScript functions that use the Hooks provided by React (Aguilar, 2024).

Advantages of this pattern, according to Aguilar (2024), include:

* Code reusabilityas common logic will be encapsulated in separate functions.
* Code composition and readability as logic will be separated from the component.
* Improved testability as more specific and focused unit tests can be conducted on the logic contained in the Custom Hook.

This pattern was chosen due to the following:

* The reusability of Custom Hooks may drastically reduce of overall amount of code, allowing for easier code maintenance and code optimization.
* The enhanced readability provided by Custom Hooks will be beneficial as not only will it also allow for easier code maintenance and code optimization, but it will also assist future developers who will continue to work on and maintain the application (as the current team may not maintain the system).
* The improved testability can ensure that the application meets a high standard. Additionally, some of these tests can then be automated to save the development team time.

Custom Hooks may not be used for every piece of logic; however, they still will be utilized in the application.

* Extensible Styles Pattern

This pattern involves creating React components with flexible and easily customizable styles that can be modified and extended to meet the user’s needs (Aguilar, 2024).

Advantages of this pattern, according to Aguilar (2024), include:

* Code customization and extension without modification of source code.
* Visual consistency while providing flexibility.
* Simplified maintenance as the styling logic is separated from the component code.

This pattern was chosen due to the following:

* The customization and extension of components will enable major reuse of code, which in turn, contributes to easier code maintenance and code optimization. Additionally, the customization and extension will enable components to fit in / be used anywhere without restrictions.
* This pattern synergizes well with some of the other chosen patterns, namely the “Control Props Pattern” and the “Props Getters Pattern”, to form fully customizable and generic components that can be used in any situation.
* This pattern also enables users to customize how their application looks, contributing to the overall user experience of the application.
* Later down the road, the application may be converted or used to form a general lesson management application, and thus the extensibility and easy customization from the components will be necessary.

Extensible Styles may not be utilized for every component, as we aren’t making a component library, however, they still will be used in the application.

* Compound Components Pattern

This pattern involves creating components that work closely and coherently together to enable seamless communication and coordinated interactions among them (Aguilar, 2024). In this pattern, a parent component usually encapsulates multiple child components (Aguilar, 2024).

Advantages of this pattern, according to Aguilar (2024), include:

* Encapsulated and reusable related logic.
* Compound components will have a clear and consistent API for interacting with.
* Greater flexibility and customization as multiple components are essentially combined into one.

This pattern was chosen due to the following:

* Many components may be needed to form one singular feature of the application, and as a result, the Compound Components Pattern will provide cohesion between the components, enabling greater performance.
* This pattern will also make it easier to work with a large variety of components, contributing to a better developer experience. Additionally, this ease of use can also benefit any future developers when they will continue to work on and maintain the application (as the current team may not maintain the system).

Compound Components may not be utilized that often within the application as it is uncertain as to how many components will need to work closely and coherently with one another. However, when the need arises during development, this pattern is on the foreground to be utilized within the application.

* Control Props Pattern

This pattern allows for parent components to control the internal state of its child components using props (Aguilar, 2024). Essentially, a component delegates its control of its internal state to its parent, allowing the parent to manipulate and control the state of the child component (Aguilar, 2024).

Advantages of this pattern, according to Aguilar (2024), include:

* Greater control over a components state from higher-level components.
* Clear and bidirectional communication between components.
* Reuse of components as they can be used in different contexts.

This pattern was chosen due to the following:

* This pattern synergizes well with some of the other chosen patterns, namely the “Extensible Styles Pattern” and the “Props Getters Pattern”, to form fully customizable and generic components that can be used in any situation.
* The customization and extension of components will enable major reuse of code, which in turn, contributes to easier code maintenance and code optimization. Additionally, the customization and extension will enable components to fit in / be used anywhere without restrictions.
* This pattern will allow in app forms to be more readable and concise as the form can be broken up into smaller, more manageable components.
* By allowing the parent to control a components state, the logic will be more centralized allowing for easier control and maintainability.

The Control Props Pattern may not be used that much in the application as it is uncertain as to how many components will need to relinquish its control of its state to its parent. However, this pattern will be used wherever possible to ensure that the state and the application logic are more centralized.

* Props Getters Pattern

This pattern enables child components to get and modify specific props from their parents through special functions known as “props” getters (Aguilar, 2024). This pattern works by passing functions as arguments to child components (Aguilar, 2024).

Advantages of this pattern, according to Aguilar (2024), include:

* Clear and controlled mechanisms that child components can use to access and modify specific props of the parent.
* Clear and predictable communication between components which in turn, facilitates better debugging and code maintenance.
* Flexibility as the child component can adapt its behaviour based on the parent’s props.

This pattern was chosen due to the following:

* This pattern synergizes well with some of the other chosen patterns, namely the “Extensible Styles Pattern” and the “Control Props Pattern”, to form fully customizable and generic components that can be used in any situation.
* This pattern will allow in app forms to be more readable and concise as the form can be broken up into smaller, more manageable components.

The Props Getters Pattern may not be used that much in the application as it is uncertain as to how many components will need to access and manipulate its parent’s props. However, this pattern will be used wherever possible to ensure predictable communication between components.

## Architecture Patterns

The following architecture patterns were identified by Satyabrata\_jena (2024).

* Client-Server Architecture

As the name suggests, this pattern comprises of two major entities being the client and the server (Satyabrata\_jena, 2024). The way in which this architecture works is that a client requests resources that the server contains (such as data, files or services), which the server then processes the request and responds back accordingly (Satyabrata\_jena, 2024).

Some advantages of this architecture, according to Satyabrata\_jena (2024), include:

1. Centralized Management and Maintenance
2. Scalability
3. Security

Due to a web-based application being constructed for this project, the client-server architecture will automatically be implemented as several cloud servers and services will be utilized to host the application and its data. Furthermore, most of the internet is based on this architecture, as better enables several user devices (clients) to communicate with the servers simultaneously to get the data they require (Cloudflare, n.d.). Additionally, Next.js (a React Framework that will be used for this web-application) provides various controls and functionality that will make it easier to configure and optimize both the client side and the server side of the application.

* Event-Driven Architecture

This pattern is an agile approach in which events trigger services (operations) of the software (Satyabrata\_jena, 2024). In this pattern, whenever a user takes action in an application, a state change occurs, generating a reaction, also known as an event (Satyabrata\_jena, 2024).

Some advantages of this architecture, according to Satyabrata\_jena (2024), include:

1. Scalability
2. Real-time Processing
3. Flexibility

As several cloud resources will be used to host the application and its data, event-driven architecture will be useful to reduce cloud costs as bandwidth and CPU utilization are only used when events occur, preventing payment for continuous polling to check for an event (AWS, n.d.). Additionally, the application will be hosted on a different platform than its data and its API, meaning that the application will be decoupled into different components. According to AWS (n.d.), this event-driven architecture is most commonly found in applications with decoupled components as the architecture aims to improve agility and moving quickly (AWS, n.d.). Next.js also revolves around state as its changes are used to update the application, which pairs well with event-driven architecture as an event is essentially any change or update in state (AWS, n.d.).

## Cloud

Vercel will be used to host our application and Supabase will be used to host our api and database.

# SECURITY

For our web application's design and development process, we placed a high priority on security. We aim to follow the best practices all through the development process to ensure the application is resistant to threats and vulnerabilities. The following describes our approach to addressing the main security issues:

* Authentication and Authorization

We will use JWT (JSON Web Tokens) for session management and OAuth 2.0 for safe authentication implementation. Additionally, Bcrypt will be used to hash passwords, ensuring that they stay encrypted even in the case of a data breach. Role-based access control (RBAC) will be implemented for authorisation to guarantee that users could only access authorised areas of the system (Sahin, 2020).

* Data Encryption

SSL/TLS encryption will be used to secure data transmission between the client and server, guarding against eavesdropping and man-in-the-middle attacks (Zhang, 2021). Moreover, AES-256, a well-known strong encryption standard, will be used to encrypt critical data kept in our database (Zhang, 2021). This guarantees the protection of all important data while it's in transit and at rest (Schneier, 2015).

* Input Validation and Sanitization

Libraries like express-validator, zod, and react-hook-form will be used to create stringent input validation and sanitisation to defend the application against SQL Injection and Cross-site Scripting (XSS) threats. This lessens the possibility of attacks that take advantage of input vulnerabilities by ensuring that the system processes only legitimate, sanitised data (StackHawk, 2023).

* Cross-Site Request Forgery (CSRF) Protection

We will incorporate a token-based protection system that necessitates the inclusion of a distinct token linked to the user's session to avoid cross-site request forgery (CSRF) attacks. As a result, unauthorised requests cannot be carried out on behalf of users who have been granted authentication (Ferguson, Schneier, & Kohno, 2015).

* Security Headers

To protect the application from frequent online vulnerabilities, such as XSS and clickjacking assaults, we will implement security headers such as Content Security Policy (CSP), X-Frame-Options, X-XSS-Protection, and Strict-Transport-Security (HSTS) (Williams, 2018). These headers lessen the chance of code injection and help specify which resources can be loaded (Williams, 2018).

* Network Security

A Virtual Private Cloud (VPC) architecture, which separates the application from other services and provides an extra layer of network security, will be used to host the application on a secure cloud platform like Vercel. To reduce the attack surface and stop unwanted network access, firewall rules will be used to limit access to internal resources (Saleem, Farouk Zinou, Mohammad, Ouni, Elhendi & Almuhtadi, 2024).

* Vulnerability Scanning and Dependency Management

To find and fix any known vulnerabilities in third-party libraries, we will use Snyk and npm audit to perform continuous monitoring and scanning of Node.js dependencies (StackHawk, 2023). This proactive strategy will guarantee that vulnerabilities are found and fixed quickly (StackHawk, 2023).

By following these security best practices, we ensure that our web application is resilient against known vulnerabilities and that user data is protected at every layer of the system.

# DEVOPS

## GitHub Actions Pipeline

# RUNNING COSTS

* Tools Used

Vercel (n.d.) will provide the developer tools and cloud infrastructure that will be needed to build, scale and secure our client’s web application.

Supabase (n.d.) will provide essential cloud-based utility for our client’s application such as a Postgres database, file storage, Authentication, and instant APIs.

Both Vercel (n.d.) and Supabase (n.d.) offer generous free tiers and additional pricing for different needs. For this application, the additional pricing tiers that may be utilized are the “Pro” plans. These “Pro” plans add additional features and more resources to use for the application. The Vercel (n.d.) “Pro” tier costs $20 (dollars) per month and the Supabase (n.d.) “Pro” tier costs $25 (dollars) per month.

* Development costs

The development of this application will be done at no cost to the organization. The free tiers discussed in the above section will be more than sufficient to create and build the application.

* Estimated Cost per Month

Development Costs $Free

Vercel $Free - $20

Supabase $Free - $25

~ $Free - $50

**Cost Explained:**

The cost estimation is provided in a range as it is difficult to estimate the cloud resource usage based on limited data. The reason why the costs don’t add up to $50 is that we would rather overstate the estimation and have the actual payment be less, rather than understate the estimation and have the actual payment be more.

The free tiers of the cloud tools may even be sufficient for this application, however if there are more users and more resource consumption than expected, the “Pro” tiers will need to be used. Ultimately, the “Pro” tiers *should* suffice as this application won’t have a large user base, however, if the application turns out to be more popular than we originally anticipated, there are additional pricing tiers that can be utilized by contacting the appropriate sales teams.

# CHANGE MANAGEMENT

How and why will the organization adopt your software?

How and why will the users adopt your software?

What is your strategy to gain adoption from both the organization and the users?
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